
 
 

Code of Conduct Exemption Process 

 
Exemptions from the Code of Conduct 
Registry Operators that are able to demonstrate to ICANN that they meet certain criteria may 
qualify for an exemption from the requirements of the “Registry Operator Code of Conduct,” 
as set forth in Specification 9 of the Registry Agreement (“Code of Conduct”). Specifically, 
Section 6 of the Code of Conduct provides: 
 

Registry Operator may request an exemption to this Code of Conduct, and such 
exemption may be granted by ICANN in ICANN’s reasonable discretion, if Registry 
Operator demonstrates to ICANN’s reasonable satisfaction that (i) all domain name 
registrations in the TLD are registered to, and maintained by, Registry Operator for 
the exclusive use of Registry Operator or its Affiliates, (ii) Registry Operator does not 
sell, distribute or transfer control or use of any registrations in the TLD to any third 
party that is not an Affiliate of Registry Operator, and (iii) application of this Code of 
Conduct to the TLD is not necessary to protect the public interest. 

 
The exemption contemplated in Section 6 is intended only for TLDs in which a Registry 
Operator maintains all registrations for its own use or the use of its affiliates (as “affiliates” is 
defined in Section 2.9 [c] of the Registry Agreement). The rationale being, because the 
purpose of the Code of Conduct is to protect a TLD’s registrants, there is no need for such 
protection if all of the domain names in a TLD are registered exclusively to the Registry 
Operator or its affiliates.  
 
Exemption Request Process 
An exemption request from compliance with the Code of Conduct (an “Exemption Request”) 
may be submitted to ICANN at any time after the applicant has been invited by ICANN to 
begin the contracting process. The Exemption Request must (1) be submitted to ICANN 
in writing, (2) include a copy of the Registry Operator’s complete registration policy 
for the TLD and (3) should be in a form substantially similar to the sample Exemption 
Request attached hereto as Exhibit 1. The Registry Operator must explicitly commit to 
maintaining the conditions specified in its Exemption Request, and must notify ICANN 
immediately of any changes in circumstances that could affect the Registry Operator’s 
satisfaction of the stated exemption criteria, including changes to the Registry Operator’s 
registration policies. 
 
If the Exemption Request is submitted to ICANN after the delegation of the TLD to 
nameservers designated by the Registry Operator into the root-zone (“Delegation”), the 
Registry Operator must warrant in the Exemption Request that all domain names registered in 
the TLD are registered to and maintained by Registry Operator or its affiliates for their own 
exclusive use.  ICANN reserves the right to review the TLD zone files and registration data 
for the TLD to verify such statements. 
 
ICANN’s consideration of an Exemption Request may take place in parallel to any Registry 
Agreement negotiations the Registry Operator is conducting with ICANN, and is independent 
of the contracting process.  Execution of a Registry Agreement need not be delayed to 
process an Exemption Request, as an Exemption Request can be approved either before or 
after execution of the Registry Agreement. However, if submitted after Delegation, the 



 
 
 
 

 
 

Registry Operator must adhere to the provisions of the Code of Conduct until such time as the 
Exemption Request is approved by ICANN. 
 
 
Consideration of the Exemption Request 
 
ICANN’s approval of an Exemption Requests will be provided only upon Registry 
Operator’s demonstration and satisfaction of all three of the following criteria: 
 

i. all domain name registrations in the TLD are registered to, and maintained by, 
Registry Operator for the exclusive use of Registry Operator or its affiliates; 

ii. Registry Operator does not sell, distribute or transfer control or use of any 
registrations in the TLD to any third party that is not an affiliate of Registry 
Operator; and 

iii. application of the Code of Conduct to the TLD is not necessary to protect the public 
interest. 

All criteria will be assessed primarily on the Registry Operator’s representations provided in 
its Exemption Request.  However, ICANN may seek additional information from the 
Registry Operator and may investigate the validity of any statements provided in the 
Exemption Request. 
 
In most instances, satisfaction of criteria (i) and (ii) will indicate the lack of a public interest 
concern because compliance with the Code of Conduct in such cases would only serve to 
protect the Registry Operator from itself.  However, in determining whether there is a public 
interest concern, ICANN will be guided by its Mission and Core Values as specified in its 
Bylaws. 
 
In such event, ICANN may elect to post the applicant’s Exemption Request for public 
comment so that it may make an informed determination as to whether applying the Code of 
Conduct is necessary for the protection of the public interest.  
 
Responding to the Exemption Request 
ICANN will review and respond to Exemption Requests on a timely basis.  If ICANN has 
questions or concerns or is otherwise not prepared to approve the Exemption Request, 
ICANN will respond with an explanation or request for additional information.  Should the 
Exemption Request be approved, ICANN will issue a “Notice of Exemption” to the Registry 
Operator.   
 
The Notice of Exemption shall at all times remain contingent upon the Registry Operator’s 
strict compliance with the representations made in its Exemption Request and its satisfaction 
of the requirements of Section 6 of the Code of Conduct.  Registry Operator must notify 
ICANN promptly in writing in the event of any change to its operation of the TLD that would 
require compliance with the Code of Conduct, and acknowledges that in such event it shall 
immediately adhere to all requirements of the Code of Conduct, notwithstanding any 
previously provided Notice of Exemption.   
 



 
 
 
 

 
 

Should the Exemption Request not be approved, ICANN will inform the Registry Operator as 
to the reason for the rejection and explain whether the Exemption Request is eligible for 
resubmission. 



 
 

Exhibit 1 
 

Code of Conduct Exemption Request Form 
 
Internet Corporation for Assigned Names and Numbers (“ICANN”) 
12025 Waterfront Drive, Suite 300 
Los Angeles, California 90094 
Attention: New gTLD Program Staff 
 
RE: Request for Exemption from Registry Operator Code of Conduct 
 
______________________________ (“Registry Operator”), in connection with the 
execution of the Registry Agreement for the ___________________________ TLD 
(the “Registry Agreement”), hereby requests an exemption from the obligations of the 
Registry Operator Code of Conduct set forth in Specification 9 to the Registry 
Agreement (the “Code of Conduct”).  Pursuant to such request, Registry Operator 
confirms that each of the following statements is true and correct (collectively, referred 
to as the “Statements”): 
 

1.  All domain name registrations in the TLD are registered to, and maintained 
by, Registry Operator for the exclusive use of Registry Operator or its Affiliate 
(as defined in the Registry Agreement); 
 
2.  Registry Operator does not sell, distribute or transfer control or use of any 
registrations in the TLD to any third party that is not an Affiliate of Registry 
Operator; and 
 
3.  Application of the Code of Conduct to the TLD is not necessary to protect 
the public interest for the following reasons: 

  

Globo Comunicação e Participações S.A.
.globo

- .globo will only be available to registration by Globo Comunicação e 
Participações S.A. and/or its Affiliates, and all provided services and 
published content on .globo domains will be under strict control of the 
same organizations. The Globo brand is immediately associated with 
Globo Comunicação e Participações S.A. by Portuguese speakers all 
over the world, not limited to Brazil, so assigning exclusive control 
of .globo to it goes alongside public interest. 



 
 
 
 

 
 

 
Registry Operator represents that the registration policies attached hereto as Schedule A 
are a true and correct copy of the Registry Operator’s registration policies for the TLD.  
Registry Operator agrees to notify ICANN promptly in writing in the event any of the 
Statements has become untrue (whether before or after an exemption has been granted).  
Registry Operator further acknowledges and agrees that the Exemption will be void if 
at any time any of the Statements has become untrue.  

 

Submitted by:  ______________________________________________ [Redacted]

Position:  __________________________________________________ 

Date Noted: ________________________________________________ 

Email: ____________________________________________________ [Redacted]
 

Inside Counsel 

November 6, 2013



Schedule A 
 
Registry Operator hereby acknowledges that the following are the true and correct 
registration policies for the TLD: 
 
[Registry Operator to attach registration policies for the TLD] 
 
 
As a restricted registry, .globo registrant data shall always be real and valid 
information of the organizations that register a .globo domain, which can only be 
Globo Comunicação e Participações S.A or one of its affiliates. Persons cannot 
register domains on .globo, and organizations not fitting a formal definition of 
Affiliate cannot register also. 
 
All registrant data will be verified off-line prior to a domain registration being 
completed. If requested by GLOBO the registrant shall provide certified documents 
and or updated data in order to maintain WHOIS accuracy. Failing to provide timely 
responses for documents or data update requests can cause suspension (defined as the 
removal of domain publication within the DNS system) or cancelation of the domain.  
 
Registration implies agreeing with legally binding responsibilities for the domain; 
such responsibilities cannot be transferred to a third party without transferring the 
domain itself and such transaction reflected in the WHOIS data. WHOIS privacy or 
proxy services are  not allowed and not recognized; domains registered in the name of 
an organization will be considered to belong to such person or organization. 
 
 The registrant agrees to use the .globo domain being registered or renewed only for 
lawful and non-abusive purposes. 
 
Globo Comunicação e Participações S.A defines abuse as the bad, wrongful or 
excessive use of privileges or power including but not limited to: 
- Botnet command and control (a command and control infrastructure to manage a 
group of infected computers that receives orders from unauthorized users(s) through 
the network) ; 
- Child entrapment or abuse ; 
- Distribution of child pornography ; 
- Deployment of circular references within the Domain Name System (DNS) using 
resources of Globo Comunicação e Participações S.A, NIC.br and⁄or other Top Level 
Domains (TLDs) ; 
- Fast flux hosting (rapidly changing DNS records in order to prevent detection or 
mitigation of an abuse); 
- Phishing (unsolicited communication or Web page that poses as being from a known 
institution to trick users into disclosing personal, privileged or financial data); 
- Sending unsolicited bulk messages thru electronic mail, forums, instant messaging, 
mobile messaging,  social networks or comment boxes ; 
- Theft of any online service ; 
- Unlawful or fraudulent actions ; 
- Unauthorized reproduction of works with third party rights ; 
- Willful distribution of malware (any kind of software that executes malicious action 
on a computer system, like virus, worms, bots, trojan horses and root kits). 
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