Title: OSINT: Fighting DNS Abuse (DNS Abuse for LEAs)

Audience: Law Enforcement personnel who are involved in handling abuses related to Internet Identifiers

Duration (Remote Delivery): 2 hours

Prerequisite Courses: DNS 101

Description: This course will discuss the best practices in handling DNS abuse and various tools to identify such abuses related to DNS. The course also covers how law enforcement authorities can engage with ICANN.

Expected Outcome
Participants should be able to understand the various aspects of DNS related abuses and to use publicly available tools to identify those.

Course Outline

- Internet Identifier Security
- Introduction to public registration data: WHOIS & RDAP
- Investigating DNS Abuse: Tools and Techniques
- Engaging with ICANN: PSWG, Policy development, Capacity Building