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At ICANN61 the ICANN Board and the RSSAC engaged in a discussion about threats to the 
Root Server System (RSS) and how the ICANN Board could respond if threats to the RSS 
materialized.1 The RSSAC took this input back to the Root Server Operators (RSOs) for 
feedback. Since that time, the RSOs have published a document that outlines security risks and 
mitigations to the RSS and general methods used for mitigation. 
 
The RSSAC would like to formally endorse the work of the RSOs on Threat Mitigation for the 
Root Server System.2 Furthermore, the RSSAC regards the ICANN Board's request for input 
fulfilled. 
 
 
 
 
 

                                                
1 See https://static.ptbl.co/static/attachments/170859/1522187213.pdf?1522187213 
2 See https://root-servers.org/publications/Threat_Mitigation_For_the_Root_Server_System.pdf 


