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1. [bookmark: _Toc392685424][bookmark: _Toc393120200][bookmark: _Toc392685398][bookmark: _Toc392685425][bookmark: _Toc393120201][bookmark: _Toc393120202]Introduction

The Internet Corporation for Assigned Names and Numbers (“ICANN”) is seeking one or more providers to conduct a global survey assessing aspects of consumer trust and perceived consumer choice in the Internet domain name system (DNS).  The selected provider(s) will design and execute an initial survey to create a meaningful baseline of data on consumer attitudes and will perform a follow-on survey one year later, to generate a set of comparison data.  ICANN is seeking qualified providers to manage this set of complex survey activities in a timely and efficient manner.    

A multi-stakeholder review team will make use of the survey data as one input to review ICANN’s New gTLD Program and its impact on competition, consumer trust, and consumer choice. The review will also inform recommendations to ICANN on additional initiatives that should be undertaken. 

As part of ICANN’s Affirmation of Commitments (“Affirmation”), ICANN has pledged to promote competition, consumer trust, and consumer choice. The Affirmation outlines ICANN’s responsibilities to the global community of Internet users, who are all served by the DNS. The Affirmation focuses on three primary areas of accountability: (a) ensuring accountability, transparency and the interests of global Internet users; (b) preserving security, stability and resiliency of the DNS; and (c) promoting competition, consumer trust and consumer choice. Each of the focus areas includes regular reviews by the community to gauge ICANN’s performance. 

The consumer survey will capture some of the metrics proposed by ICANN’s community members to evaluate the impact of the New gTLD Program on competition, consumer trust and consumer choice.[footnoteRef:1] A review team to be formed will include the survey results as it examines other measures, such as the geographic spread of new gTLD registrations, the number of internationalized domain names (IDNs or domains in scripts that include characters outside the letters a-z, numbers 0-9 and a hyphen) available, and the relative incidence of compliance complaints, among many others.[footnoteRef:2]  [1:  See Appendix A: Survey-related metrics. ]  [2:  See Appendix B: All recommended metrics. ] 


As the DNS is relevant to all Internet users worldwide, the survey must be globally representative of all geographic regions, and thus the selected provider(s) must be able to conduct its work across multiple countries and languages. The proposed methodology must also be replicable one year after the baseline survey is conducted, to measure changes in attitudes as new gTLDs become more prominent in the domain name space. 

ICANN anticipates a contract to be signed and work to begin no later than September 2014. 

2. [bookmark: _Toc393120203]Overview of ICANN

ICANN is a non-profit public-benefit corporation dedicated to preserving the operational security and stability of the Internet; to promoting competition; to achieving broad representation of global Internet communities; and to developing policy appropriate to its mission through bottom-up, consensus-based processes.  More specifically, ICANN:

1) Coordinates the allocation and assignment of the three sets of unique identifiers for the Internet, which are
a. Domain names (forming a system referred to as DNS);
b. Internet Protocol (“IP”) addresses;
c. Autonomous System (“AS”) numbers; and
d. Protocol port and parameter numbers.
2) Coordinates the operation and evolution of the DNS root name server system.
3) Coordinates policy development reasonably and appropriately related to these technical functions.

See www.icann.org for more information.

Background of the RFP
 
In keeping with ICANN’s commitment to public responsibility, the New gTLD Program[footnoteRef:3] was developed as part of a community-driven policy development process that spanned several years and incorporated public input at every step. ICANN’s program development consistently emphasized the public benefit of gTLDs in terms of the measures and commitments it expects successful respondents to meet and achieve. The gTLD application specifically required potential gTLD operators to outline the benefits of the new gTLDs for registrants and Internet users, as well as how they planned to minimize negative impacts on consumers, so that their plans could be reviewed by interested stakeholders.  [3:  The New gTLD Program enables the addition of top-level domain names (e.g., .EXAMPLE) in the top-level namespace.  A gTLD is a TLD (top-level domain) that appears in a domain name as the string of letters following the last (right-most) dot, such as “net” in www.example.net.  A gTLD (generic TLD) is a TLD that does not correspond to any country code.] 


The New gTLD Program aims to enhance competition and, with it, greater consumer choice for both registrants and average Internet users. Registrants have the opportunity to register potentially more relevant domain names. Greater specificity in top-level domain names may provide consumers a less confusing web space. In addition, the ability to offer new gTLDs in multiple scripts (or IDNs) will open a new world for non-Latin-script-based languages speakers. An internationalized web presence will allow more communities around the globe to engage in the Internet in potentially more meaningful ways. Building on the importance of shared community that comes from greater choice, consumers may also feel enhanced trust in the new gTLDs. As with the IDNs that provide access to the Internet in many local languages, geographic or other restrictions, such as enhanced security protections for registering domain names in new gTLDs may create a greater sense of community and trust. 

While ICANN has not previously conducted a global consumer survey to gauge end users’ perceived sense of trust and choice in the DNS, its daily work is guided by input from its larger community, which includes not only the registries and registrars who maintain top-level domain operations and sell domain names, but also the Internet technical community, governments and society at large. As an organization, ICANN’s mission is to serve the public benefit by coordinating a stable, secure and interoperable DNS. Public responsibility is woven throughout ICANN’s structure and activities.  ICANN conducts its business in an open and transparent fashion, including publishing Board meeting minutes and inbound and outbound correspondence, and holding international public meetings that are free and open to any interested person. 

The New gTLD Program was developed via ICANN’s multi-stakeholder process to increase competition and choice in the domain name space. The program allows new entrants into the gTLD space.[footnoteRef:4] The application period opened in January 2012. More than 1,900 applications for new gTLDs were filed and went through a rigorous evaluation process.[footnoteRef:5] To date, more than 300 new gTLDs have completed the evaluation process and been delegated to the DNS root zone. [4:  For examples of applications, see: https://gtldresult.icann.org/application-result/applicationstatus. To see which gTLDs have been delegated: http://newgtlds.icann.org/en/program-status/delegated-strings]  [5:  See: http://newgtlds.icann.org/en/about/program ] 


As provided in the Affirmation of Commitments, ICANN will undertake a comprehensive review of the New gTLD Program to assess its impact on competition, consumer trust and consumer choice, the effectiveness of the application and evaluation process, and the safeguards put in place for the new gTLD space. The review is also expected to inform the continued dialogue in the ICANN community on the goals and operation of the program.  

In anticipation of this review, ICANN’s Board of Directors asked the community to recommend metrics that would be important to capture for consideration in assessment of the program.  The community recommended a set of 70 metrics.[footnoteRef:6] Following that, an implementation assistance group (IAG) was formed to provide additional guidance to staff on the metrics. The group recommended performing a consumer survey based on 11 of those metrics as soon as possible so that baseline data could be generated.[footnoteRef:7] Because the final review is meant to capture the period new gTLDs have been in operation for one year, the IAG determined it was important to capture a baseline of consumer or end user opinion soon, before new gTLDs saturated the domain name space.  [6:  See Appendix B. ]  [7:  See Appendix A. ] 


At the IAG’s request, the ICANN Board approved this global consumer survey at its March 2014 public meeting in Singapore.[footnoteRef:8] A review team will be formed to evaluate the survey findings (as well as the findings when the survey is repeated again one year later), including the remaining metrics that are adopted for measurement, and will publish a draft report for public comment, as well as a final report for recommendations, which will be presented to the ICANN Board of Directors for action. Based on their findings, the review team will make recommendations on how the program has achieved the goals of greater competition, consumer choice and consumer trust in the DNS. [8:  Board resolution: https://features.icann.org/collection-benchmarking-metrics-new-gtld-program-support-future-aoc-review-competition-consumer ] 


3. [bookmark: _Toc392683634][bookmark: _Toc392683667][bookmark: _Toc392684799][bookmark: _Toc392684925][bookmark: _Toc392684982][bookmark: _Toc392685013][bookmark: _Toc392685031][bookmark: _Toc392685401][bookmark: _Toc392685428][bookmark: _Toc393120204][bookmark: _Toc392683635][bookmark: _Toc392683668][bookmark: _Toc392684800][bookmark: _Toc392684926][bookmark: _Toc392684983][bookmark: _Toc392685014][bookmark: _Toc392685032][bookmark: _Toc392685402][bookmark: _Toc392685429][bookmark: _Toc393120205][bookmark: _Toc392683639][bookmark: _Toc392683672][bookmark: _Toc392684804][bookmark: _Toc392684930][bookmark: _Toc392684987][bookmark: _Toc392685018][bookmark: _Toc392685036][bookmark: _Toc392685406][bookmark: _Toc392685433][bookmark: _Toc393120209][bookmark: _Toc393120210]Scope of Work

The objective of this RFP is to identify a qualified firm or firms to conduct a global consumer survey representative of ICANN’s five geographical regions and using local languages, as necessary,[footnoteRef:9] in accordance with ICANN-provided objective and quantifiable criteria, to launch in September 2014. A global survey is critical to align with ICANN’s mission – with one Internet to serve the entire world, the survey needs to account for the perspectives of a global cross-section of Internet users.  [9:  Those regions are: Africa, Asia/Australia/Pacific, Europe, Latin America/Caribbean and North America. See: https://meetings.icann.org/regions ] 


The survey’s objectives are to gauge consumers’ perceived trust and sense of choice in the DNS. By surveying a globally representative sample of Internet users and registrants, ICANN aims to capture a baseline of worldwide attitudes regarding DNS operations, which can be tested again in a year to determine how opinions have changed over time and as more new gTLDs are available in the domain name marketplace.  

Note that while the survey aims to gauge perceived trust and choice in the DNS, it should set this baseline by inquiring after consumers’ basic understanding of how the DNS works, what restrictions may exist in given TLDs and must consider survey respondents’ overall grasp of how domain names are registered and maintained to better assess levels of trust and perceived sense of choice. 

With these objectives in mind, ICANN has laid out the following questions to be answered in the required documents, detailed below and in the attached qualitative questionnaire: 

The design approach, referenced in Question 32 of the qualitative questionnaire, should include the following details:

· Sampling methodology
· There are two primary populations of interest for this survey: a) the worldwide population of domain-name registrants, and b) the worldwide population of Internet end-users. ICANN is also interested in hearing from potential registrants – those who may be interested in registering a domain name – though acknowledges the challenges in ensuring a statistically significant sample. The prevalence of potential registrants in the end-user population is presently unknown, and presents uncertainty about whether the end-user population will contain enough potential registrants to make statistically significant statements about the group. However, respondents should not consider the prevalence of potential registrants as a factor in overall sample design. Inclusion of potential registrants should have minimal impact on survey design, and should be accommodated by skip patterns that guide potential registrants toward relevant questionnaire topics.
· Respondents should provide considerations for inclusion of the required population in the sample. Sampled populations for each group do not have to come from the same countries. 
· Sub-groups of interest: ICANN’s five regions; individual countries selected as representative of the region, if applicable, or those in which the survey will be conducted; gTLD representation (i.e. in which gTLD(s) a registrant has domain names) and registrars (for registrant survey, which registrar(s) do they use to register their domain name). 
· Respondents should clearly state how regions, countries, registrars, gTLDs and ccTLDs, including IDN TLDs, are to be chosen as analysis groups, and whether oversampling or undersampling of regions, countries, particular TLDs, and registrars will be done. With regard to TLDs, respondents should propose how TLDs will be represented among registrants, including considerations for under or over sampling in particular those TLDs which are most popular in a sampled region or country. Respondents do not need to name the selected countries in their proposal, but will need to describe their plan for country selection, as well as how the sample sizes within each selected country will be determined, and which countries or regions any subcontractor firms will cover. For cost estimates, respondents should assume that data will be collected in 20-25 countries, with representation for all five ICANN regions.
· In the pricing worksheet, indicate alternative costs based on proposed alternative sampling options. 
· Longitudinal vs. cross-sectional survey design: Proposal must include a recommendation for a particular design or a combination of both, if appropriate, including the costs and benefits of the recommended choice. 
· Analysis subgroups should have a sufficient sample size for estimates to have a 95 percent confidence interval for a binary percentage of 50 percent of plus or minus 5 percent. Respondents should indicate which subgroups will qualify as analysis subgroups.
· Translation and cross-cultural issues: Because the survey will be globally representative, all design activities must be approached with linguistic and cultural sensitivities in mind to ensure accuracy, consistency in definition of terms, as well as respondent comprehension of question presentation. 
· Language selection: Based on respondent’s country selection model, how will languages be chosen for administering the survey? If using subcontractor firms, how will the respondent ensure that terms are clearly defined across multiple languages? What languages will the subcontractor firms use in their administration of the survey? 
· Designing definitions: ICANN will provide suggested definition of terms (See Appendix A) but respondent must propose tools for testing definitions, including focus groups or other relevant instruments or cognitive testing in order to operationalize the definitions and ensure that translated definitions all accurately reflect the factors measured in the survey. Focus groups should always include a range of people who are representative of survey respondents. Focus groups should also be conducted in all languages in which the survey will be administered, as understanding of terms may be different in each language and cultural context. 
· Cognitive testing plans for survey questions should also be detailed to account not only for linguistic concerns, but also cross-cultural and cross-national differences. Selected vendors will work with ICANN to assess the degree to which qualitative testing adds value to the research, given constraints on time and resources as well as the periods of performance for the studies.
· The respondent should propose a plan to conduct pretesting to further develop and refine the definitions and test the survey instrument. Respondents should present relevant past experience with focus groups. The proposal should include: 
· A sample list of potential sites for focus groups, if employed, that would serve ICANN’s needs in reaching a broad audience of registrants and end-users
· A recruitment strategy that provides detail for different countries and respondent types. 
· Demonstrated expertise in producing well-written moderator guides.
· Commitment to provide focus group leaders who are experienced and capable of conducting the work in the languages in which the surveys will be fielded. 
· A proposal for a final report that summarizes findings and presents recommendations for revision of the definitions that arise from the work with the focus groups.
· Survey instrument: What is vendor’s recommended survey mode approach (i.e., web survey vs. telephone vs. in person) and why?  How will the selected instrument be developed and tested? 
· As described above, how will terms be defined and tested to ensure common understanding across languages? 
· How will the recommended instrument best serve the intended survey’s objectives, named above?
· In selecting a mode or modes for data collection, respondents should consider the unit cost of the data collection procedure as well as the quality of data associated with the procedure (e.g., representativeness of the end-user populations, expected response rates). The choice of modes may depend on the particular countries selected for the surveys. If applicable, please provide alternative strategies and include these alternative costs in the pricing worksheet.

Survey administration, as described in Question 33 of the qualitative questionnaire, should include the following elements: 
· How do you plan to distribute the survey to the sample population? 
· What tools will be used for data collection, analysis and presentation?
· How will you work with ICANN to make the data accessible and easy-to-interpret for the larger ICANN community? Can data be made available at the country level? Regional level? Can responses be broken down to see a cross-section of data on trust and choice as compared to regions or specific populations (i.e. age, registrant, etc.)? 
· What steps will you take with regard to confidentiality of survey participants’ personal information?   Along with all subcontractors, the data collection team should follow widely accepted standards for ethical and professional conduct in data collection and data protection. RFP respondents should include information about their plan for dissemination, including general plans for conducting data disclosure analysis for small subsamples, if any, to protect the identity of respondents. 
· Coordination among regions/sub-contractors to ensure survey is administered in a comparable way across borders.
· How does applicant propose to serve as coordinating center to ensure appropriate quality control standards across any sub-contractors to administer the survey in a consistent way across regions, countries, languages and cultures? 

The implementation approach, see Question 34 in the qualitative questionnaire, is meant to detail your project plan. It should include the following elements: 

· A detailed project management plan, including a timeline indicating the estimated launch dates, and how long each phase of survey design, implementation and analysis will take.
· To what extent will your firm require ICANN’s resources or support, and in what forms? 
· What are the roles and responsibilities of key staff in your firm? In sub-contractor firms, if applicable? 
· What is your engagement model for working with customers (i.e., proposed plans for status updates or conference calls)? 
· Any other elements as necessary to familiarize ICANN with your work methods and approach. 

4. [bookmark: _Toc393120211]Process

ICANN has not previously conducted a survey of Internet users to gauge their trust and perceived sense of choice in the DNS. As this is a new activity, ICANN is open to creative proposals in order to capture a representative cross-section of user opinions. The goal of the consumer survey is to gauge Internet users’ perceived sense of choice and trust in the DNS prior to new gTLDs saturating the domain name marketplace. Ultimately, that baseline data will be used as a comparison point with responses to be taken at least one year after new gTLDs have been in operation. 

The selected provider(s) will be expected to work closely with ICANN to design the survey parameters, including definitions and respondent selection criteria. ICANN anticipates that the provider(s) shall structure a survey that captures a cross-section of global Internet users, representative of all the geographic areas ICANN encompasses, including developed and developing countries. As the survey is intended to be globally representative, ICANN is open to respondents proposing the use of partner firms in countries or regions where they may not have a local representative. 

ICANN is committed to accountability and transparency and will engage its wider community in this evaluation of the New gTLD Program. The survey findings and accompanying analysis will be publicly available on ICANN’s website and attributed to the winning firm. By making the data available for community members and all interested parties to review and download, the community can more meaningfully participate in discussions of the survey’s findings, as well as provide well-informed opinions to guide future decisions on gTLDs.    

In addition, the survey’s data will have broader implications for understanding the global Internet community. While the data will inform the level of trust and perceived sense of choice in the DNS, it will also provide valuable insight into how users view and employ the DNS, what websites they trust, and what software and applications they use to reliably navigate the Internet. 

5. [bookmark: _Toc393120212]High-Level Selection Criteria

The decision to select a provider as an outcome of this RFP will be based on, but not limited to, the following selection criteria:

1) Knowledge and expertise
a. Demonstrated experience in conducting broadly similar surveys.
b. Basic knowledge of ICANN functions and DNS.
c. Geographic and cultural diversity, and multilingualism.
d. Demonstrated ability to survey a statistically significant sample of global Internet users. 
e. Suitability of proposed CVs.
2) Proposed methodology
a. Design approach
i. Clearly articulated rationale for proposed sampling methodology.
ii. Sound plan for addressing translation and cultural issues. 
iii. Proposed instrument best meets survey’s objectives. 
b. Survey administration
i. The distribution plan ensures that a statistically significant sample will respond to the survey. 
ii. Data collection, analysis and presentation tools are appropriate and accessible to ICANN staff and community. 
iii. Coordination plan includes clearly delineated roles and responsibilities for lead firm and partner firms, as applicable. 
c. Implementation approach
i. Suitable project management plan, including proposed timeline. 
ii. Engagement model requires appropriate levels of coordination with ICANN and community members. 
iii. Level of responsibility for designated key staff. 
3) Flexible approach, including but not limited to meeting the timeline by launching in September 2014 and a follow-on survey to be completed by January 2016, allowing for shifting definitions and incorporating community input. 
4) Commitment to working within ICANN’s multistakeholder model, including a demonstrated understanding of and commitment to ICANN’s requirements for transparency and accountability. 
5) Price, including, if applicable, alternative methodologies with relevant pricing information.
6) Conflict of interest (see included form). 
7) Reference checks (see template); both for applicant and any partner firms.

6. [bookmark: _Toc393120213]High-Level Business Requirements

In order to be considered, the providers must demonstrate the ability to meet the following business requirements:
1) Ability to provide a complete response based on ICANN specifications by the designated due date (see below).
2) Availability to participate in finalist presentations via conference call/remote participation (see below).
3) Ability to negotiate a professional services agreement using ICANN Contractor Consulting Agreement (see attached).
4) Ability to begin work on 24 September 2014 and complete it by 22 January 2016.
5) Conduct periodic update calls during survey, frequency to be determined.
6) Ability to develop work methods, data-gathering mechanisms and evaluation/assessment approaches as appropriate for the activity.
7) Ability to conduct examination work using remote tools.
8) If using sub-contractors, ability to serve as a coordination center to ensure standardized implementation of survey across multiple linguistic and cultural environments.
9) Ability to provide the following deliverables on the following targeted schedule.
a. Work plan and timeline.
b. Draft Baseline Report: Report to include methodology and approach, assessment of the specific objective and quantifiable criteria, basis for conclusions, and recommendations. Draft report due within one month of completing survey. 
c. Working session(s), as necessary, with the Review Team or its designate(s) to discuss preliminary findings (via remote participation).
d. Final Baseline Report within one month after receipt of Draft Baseline Report, based on responses to clarifying questions and comments from ICANN staff and/or a Review Team. Firm representatives may be asked to present findings to ICANN’s multistakeholder community.
e. Commence second-round survey one year after baseline survey is launched. 
f. Final Report due within two months of completion of second-round survey, with draft reports submitted beforehand, as necessary.
7. [bookmark: _Toc393120214][bookmark: _Toc393120215][bookmark: _Toc393120216][bookmark: _Toc393120217][bookmark: _Toc393120218][bookmark: _Toc393120219][bookmark: _Toc393120220][bookmark: _Toc393120221][bookmark: _Toc393120222][bookmark: _Toc393120223][bookmark: _Toc393120224][bookmark: _Toc393120225][bookmark: _Toc393120226]Project Timeline

The following dates have been established as target milestones for this RFP. ICANN reserves the right to modify or change this timeline at any time as necessary.


	Activity
	Dates

	RFP published 
	16 July 2014

	Participants to indicate interest in submitting RFP
	22 July 2014

	Participants submit any questions to ICANN (use Q&A Excel template in RFP packet)
	23 July 2014 by 23:59 UTC

	ICANN responds to participant questions 
	29 July 2014

	Participant RFP proposals due by
	6 August 2014 by 23:59 UTC

	Preliminary evaluation of responses
	20 August 2014

	Target date for participant presentations (finalists)
	Week of 2 September 2014

	Target date for selection of vendor 
	10 September 2014

	Target start date for implementation
	24 September 2014

	Draft Baseline Report – Target
	10 November 2014

	Final Baseline Report – Target 
	1 December 2014

	Begin Second-round survey – Target 
	One year after baseline survey is launched. 


 
8. [bookmark: _Toc393120227][bookmark: _Toc393120228]Proposal submission instructions

Proposals should be electronically submitted to globalconsumersurvey-rfp@icann.org by 23:59 UTC on 6 August 2014. Submissions should be provided using supplied templates, supplemented by additional information, as necessary.
9. [bookmark: _Toc387764644][bookmark: _Toc393120229]Terms and Conditions

9.1 [bookmark: _Toc387764645]General Terms.  

9.1.1 Submission of a proposal shall constitute Respondent’s acknowledgment and acceptance of all the specifications, requirements and terms and conditions in this RFP.  

9.1.2 All costs of preparing and submitting its proposal, responding to or providing any other assistance to ICANN in connection with this RFP will be borne by the Respondent.

9.1.3 All submitted proposals including any supporting materials or documentation will become the property of ICANN. If Respondent’s proposal contains any proprietary information that should not be disclosed or used by ICANN other than for the purposes of evaluating the proposal, that information should be marked with appropriate confidentiality markings.  ICANN may return the RFP to the Respondent in the event ICANN is unwilling to comply with a request for confidentiality of any portion of the response.
[bookmark: _Toc387764646]
9.2 Discrepancies, Omissions and Additional Information

9.2.1 Respondent is responsible for examining this RFP and all addenda. Failure to do so will be at the sole risk of Respondent. Should Respondent find discrepancies, omissions, unclear or ambiguous intent or meaning, or should any question arise concerning this RFP, Respondent must notify ICANN immediately in writing via e-mail no later than three (3) days prior to the deadline for bid submissions. Should such issues remain unresolved by ICANN, in writing, prior to Respondent’s preparation of its proposal, they should be noted in Respondent’s proposal.

9.2.2 Oral statements made by ICANN’s employees, agents, and representatives concerning this RFP are not binding upon ICANN in its consideration of this RFP. If Respondent requires additional information, Respondent must request that the issuer of this RFP furnish such information in writing.

9.2.3 A Respondent’s proposal is presumed to represent its best efforts to respond to the RFP. Any significant inconsistency, if unexplained, raises a fundamental issue of the Respondent’s understanding of the nature and scope of the work required and of its ability to perform the contract as proposed and may be cause for rejection of the proposal. 

9.2.4 If necessary, supplemental information to this RFP will be published on ICANN’s announcement for the RFP or provided to the prospective Respondents receiving this RFP. All supplemental information issued by ICANN will form part of this RFP. ICANN is not responsible for any failure by prospective Respondents to receive supplemental information.

9.3 [bookmark: _Toc387764647]Assessment and Award

9.3.1 ICANN reserves the right, without penalty and at its discretion, to accept or reject any proposal, withdraw this RFP, make no award, to waive or permit the correction of any informality or irregularity and to disregard any non-conforming or conditional proposal.

9.3.2 ICANN reserves the right, without penalty and at its discretion, to accept or reject any proposal, withdraw this RFP, make no award, to waive or permit the correction of any informality or irregularity and to disregard any non-conforming or conditional proposal.

9.3.3 ICANN may request a Respondent to provide further information or documentation to support Respondent’s proposal and its ability to provide the products and/or services contemplated by this RFP.

9.3.4 ICANN is not obliged to accept the lowest priced proposal. Price is only one of the determining factors for the successful award.

9.3.5 ICANN will assess proposals based on compliant responses to the requirements set out in this RFP, any further issued clarifications (if any) and consideration of any other issues or evidence relevant to the Respondent’s ability to successfully provide and implement the products and/or services contemplated by this RFP and in the best interests of ICANN.

9.3.6 ICANN reserves the right to enter into contractual negotiations and if necessary, modify any terms and conditions of a final contract with the Respondent whose proposal offers the best value to ICANN.




[bookmark: _Toc393120230]Appendix A: Survey-related Metrics

This table includes the community-recommended metrics that are expected to be incorporated into the survey exercise.  Additional considerations that have arisen in the discussion of these metrics are also included in italics.

	1.4
	Survey of perceived consumer trust in DNS, relative to experiences before the gTLD expansion.  Survey could at least measure experiences with phishing, malware and spam; confusion about new gTLDs; user experience in reaching meaningful second-level domains; registrant experience in being in a different gTLD; Registrant and Internet users’ experience with regard to cybersquatting.  Survey to be conducted every two years (biennial).

CONSIDERATIONS: Note that questions related to trust should also include measures of awareness about new gTLDs, and DNS in general. Capture baseline of attitudes now – do not ask survey respondents to recall past attitudes. ICANN provides the following definitions as a starting point for the contracted vendor to refine these terms into clear, common-language definitions that can easily translate into other languages:

Consumer: Actual Internet users and registrants, and potential registrants. 
Consumer trust: The confidence Consumers have in the domain name system. This includes (i) trust in the consistency of name resolution (ii) confidence that a TLD registry operator is fulfilling the Registry’s stated purpose and is complying with ICANN policies and applicable national laws and (iii) confidence in ICANN’s compliance function.
Consumer choice: The range of options available to Consumers for domain scripts and languages, and for TLDs that offer meaningful choices as to the proposed purpose and integrity of their domain name registrants.
Phishing: Using social and technical engineering to steal consumers’ personal identity data and financial account credentials.
Malware: Short for malicious software, used to disrupt computer operations, gather sensitive information or gain access to private computer systems.
Spam: Electronic junk mail or junk newsgroup postings. Some people define spam even more generally as any unsolicited email.
Second-level domains: The data directly before the top-level domain (TLD). For example, in www.example.com, “example” represents the second level domain, as the suffix "(dot)-com" represents the TLD. The SLD is generally the portion of the URL that identifies the website's domain name.
Cybersquatting: Registering, trafficking in, or using a domain name with bad faith intent to profit from the goodwill of a trademark belonging to someone else.
gTLDs: A TLD (top-level domain) appears in a domain name as the string of letters following the last (right-most) dot, such as “net” in www.example.net.  A gTLD (generic TLD) is a TLD that does not correspond to any country code.
	Trust

	2.1
	Measure potential registrants’ understanding of TLD benefits and restrictions, such that potential registrants can make informed choices about registration of their domain names.

CONSIDERATIONS FOR 2.1 AND 2.2: Survey should not serve as a venue to explain policies or to explain the nature of gTLD benefits or restrictions. It is reasonable to assume that registrants’ and end-users’ understanding and knowledge of gTLD benefits and restrictions will be conditional on their awareness of new gTLDs. Therefore, ICANN anticipates survey questions regarding this metric will likely include skip patterns to target survey respondents who are aware of the issues, while allowing survey respondents who are unaware to move to the next section of the survey.
	Choice

	2.2
	Measure Internet users’ understanding of TLD eligibility restrictions, such that Internet users can make informed choices about reliance on domain names in that TLD.    

CONSIDERATIONS: See considerations in 2.1. 
	Choice


	2.3
	Biennial surveys of perceived consumer choice in DNS, relative to experience before the gTLD expansion. Survey should assess public awareness of new gTLDs. Survey should also measure costs of defensive or duplicate registrations. Survey should assess motivations, intent and satisfaction with new gTLDs.
	Choice

	2.10
	Automated analysis or online survey to determine the number of “duplicate” registrations in new gTLDs. 

CONSIDERATIONS FOR 2.10, 2.13, and 4.3: Responses will likely be dependent on awareness of new gTLDs and perhaps on the financial resources of registrants. For registrants who are aware of new gTLDs, the survey instrument should be constructed to measure:
1. Prevalence of registrants holding multiple domains
2. Motivation for registering (e.g., defensive) and not registering (e.g., lack of resources) multiple domains, regardless of knowledge of new gTLDs
3. For registrants who are aware of expansion, measure attitudes towards expansion and satisfaction with expansion of gTLDs. For example, the instrument might inquire about what the expansion means to the respondent (what are the implications, such as providing increased choice or necessitating defensive measures), and inquiries about the potential benefits in comparison to the potential costs. 
	Choice

	2.12
	Survey or Study to gauge the frequency with which users access Internet resources via tools that do not reveal the TLD (e.g. QR Codes, search results, apps, etc., that do not display URLs).

CONSIDERATIONS: If this metric is also used to inform trust in the DNS, will need to disentangle the issue of familiarity from why users choose these tools. To operationalize these metric, contractors will work with ICANN to devise a list of relevant examples of tools that do not reveal gTLDs, and to describe the examples in plain language.
	Choice

	2.13
	Biennial survey of perceived consumer choice relative to experiences before the gTLD expansion. Survey should assess public awareness of new gTLDs.  Survey should also measure costs of defensive or duplicate registrations. Survey should assess motivations, intent, and satisfaction with new gTLDs. 

CONSIDERATIONS: See 2.10.
	Choice

	4.1
	Frequency of success in reaching the intended information supplier through direct entry of domain names. 
	Trust

	4.2
	Frequency of landing at unintended destinations. 
	Trust

	4.3
	Frequency of redundant or defensive domains (i.e., multiple domains pointing to the same destination)

CONSIDERATIONS: See 2.10.
	Trust

	5.1
	Relative preference or explicit use of domain names versus search engines for end-user general Internet use.

CONSIDERATIONS: The survey should also consider including as part of this topic, other tools that do not reveal TLDs such as those mentioned in Metric 2.12. 
	Trust




[bookmark: _Toc393120231]Appendix B: All Recommended Metrics

Note: All metrics were recommended by the Generic Names Supporting Organization (GNSO) and the At-Large Advisory Committee (ALAC). Those that have been deleted were removed after community input was received. 

	METRIC
	DESCRIPTION
	CATEGORY

	1.1
	% DNS Service Availability (present SLA is 100%).
	Trust

	1.2
	% Availability for Registration Data Directory Services (RDDS).   (SLA is 98%).
	Trust

	1.3
	% of Service Availability for Shared Registration Services (SRS, using EPP).  (SLA is 98%).  Open TLDs only
	Trust

	1.4
	Survey of perceived consumer trust in DNS, relative to experiences before the gTLD expansion.  Survey could at least measure experiences with phishing, parking sites, malware and spam; confusion about new gTLDs;  user experience in reaching meaningful second-level TLDs; registrant experience in being in a different gTLD; Registrant and Internet users’ experience with regard to cybersquatting.  Survey to be conducted every two years (biennial).
	Trust

	1.5
	% Uptime for Registrar services such as WHOIS, contact info, and complaints, assuming that SLAs are established for these measures in the new RAA.
	Trust

	1.6
	Relative incidence of breach notices issued to Registry operators for contract or policy compliance matters. 
	Trust

	1.7
	Relative incidence of breach notices issued to Registrars, for contract or policy compliance matters. 
	Trust

	1.8
	Relative Incidence of Registry & Registrar general complaints submitted to ICANN’s Internic System.
	Trust

	1.9
	Relative incidence of combined UDRP and URS Complaints.  URS is required only in new gTLDs, so combined UDRP and URS complaints may be comparable to UDRP complaints in legacy gTLDs
	Trust

	1.10
	Relative incidence of combined UDRP and URS Decisions against registrants.
	Trust

	1.11
	Quantity of intellectual property claims and cost of domain name policing relating to new gTLDs. 
Relative incidence of IP claims made in good faith should be measured in 3 areas:
IP claims against registrants regarding second level domains in new gTLDs;
IP claims against registrars regarding Second level domains in new gTLDs; 
IP claims against new gTLD registries regarding second level domains and TLDs. 
Quantity of second level domains acquired because of infringement or other violations of IP rights of acquiring parties; and
Cost of domain name policing and enforcement efforts by IP owners.
	Trust

	1.12
	Decisions against Registry Operator arising from Registry Restrictions Dispute Resolutions Procedure (RRDRP).
	Trust

	1.13
	Quantity of Compliance Concerns regarding Applicable National Laws, including reported data security breaches.
	Trust

	1.14
	Quantity and relative incidence of Domain Takedowns.
	Trust

	1.15
	Quantity and relative incidence of spam from domains in new gTLDs, which could be measured via specialized email addresses and methodologies.
	Trust

	1.16
	Quantity and relative incidence of fraudulent transactions caused by phishing sites in new gTLDs.
	Trust

	1.17
	Quantity and relative incidence of detected phishing sites using new gTLDs.
	Trust

	1.18
	Quantity and relative incidence of detected botnets and malware distributed using new gTLDs.
	Trust

	1.19
	Quantity and relative incidence of sites found to be dealing in or distributing identities and account information used in identity fraud.
	Trust

	1.20
	Quantity and relative incidence of complaints regarding inaccurate, invalid, or suspect WHOIS records in new gTLD.
	Trust

	1.21
	Relative incidence of errors in new gTLD zones. 
	Trust

	1.22
	Qualitative comparison of mission and purpose set forth in Question 18 of the new gTLD Application with current actual use of the gTLD.
	Trust

	2.1
	Measure potential registrants’ understanding of TLD benefits and restrictions, such that potential registrants can make informed choices about registration of their domain names.
	Choice

	2.2
	Measure Internet users’ understanding of TLD eligibility restrictions, such that Internet users can make informed choices about reliance on domain names in that TLD.    
	Choice

	2.3
	Biennial surveys of perceived consumer choice in DNS, relative to experience before the gTLD expansion. 
	Choice

	2.4
	Quantity of TLDs using IDN scripts or languages other than English.
	Choice

	2.5
	Quantity of Registrar websites offering IDN scripts or languages other than English.
	Choice

	2.6
	The percentage of IDNs as compared to the total number of gTLDs in each script or language should be compared to the percentage of people who use each particular language or script.
	Choice

	2.7
	Quantity of different national legal regimes where new gTLD Registry Operators are based.
	Choice

	2.8
	Measure share of Sunrise registrations & domain blocks to total registrations in each new gTLD.
	Choice

	2.9
	Relative share of new gTLD registrations already having the same domain in legacy TLDs prior to expansion.
	Choice

	2.10
	Automated analysis or online survey to determine the number of “duplicate” registrations in new gTLDs. 
	Choice

	2.11
	Measure the increased geographic diversity of registrants across all new gTLDs, as indication of new choices created by gTLD expansion. 
	Choice

	2.12
	Survey or Study to gauge the frequency with which users access internet resources via tools that do not reveal the TLD (e.g. QR Codes, search results, apps, etc., that do not display URLs).
	Choice

	2.13
	Biennial survey of perceived consumer choice relative to experiences before the gTLD expansion. Survey should assess public awareness of new gTLDs.  Survey should also measure costs of defensive or duplicate registrations. Survey should assess motivations, intent, and satisfaction with new gTLDs.
	Choice

	2.14
	DNS traffic in new gTLDs should be compared to contemporary user traffic in legacy gTLDs. DNS traffic is an indicator of trust, choice, and competition. If comprehensive traffic data is not available, sampling should be used. 
	Choice

	3.1
	Quantity of total TLDs before and after expansion.
	Competition

	3.2
	Quantity of gTLDs before and after expansion.
	Competition

	3.3
	Quantity of unique gTLD Registry Operators before and after expansion.
	Competition

	3.4
	Quantity of unique gTLD Registry Service Providers before and after expansion.
	Competition

	3.5
	Quantity of Registrars before and after expansion, along with indication of country where Registrar is based.  This measure should count only registrars distributing Open gTLDs.
	Competition

	3.6
	Relative share of new gTLD registrations held by “new entrants”.  For purposes of this measure, “new entrants” are gTLDs run by Registry Operators that did not operate a legacy gTLD.  A "new entrant" is one whose ownership is not among owners of legacy gTLD registries.  
	Competition

	3.7
	To assess competitive impact of new gTLDs, measure the quantity of second level registrations per gTLD and ccTLD on a weekly or other interval. TLD attributes should be noted with the data (i.e. open TLDs, closed keyword TLDs, registration, country of operations, single registrant, etc.).  
	Competition

	3.8
	Quantity of “unique” second level registrations in the new gTLD space where that same string does not appear as a registration in any other TLD on a weekly or other interval basis (data analyzed in conjunction with website traffic identified in Choice).  Open gTLDs only.
	Competition

	3.9
	Wholesale price of domains in new gTLD domains offered to the general public.   TLD attributes should be noted with the data (i.e. open TLDs, closed keyword TLDs, country of operations, single registrant, etc.).
	Competition

	3.10
	Retail price of domains in new gTLD domains offered to the general public.   TLD attributes should be noted with the data (i.e. open TLDs, closed keyword TLDs, country of operations, single registrant, etc.).
	Competition

	3.11
	Qualitative assessment of non-price indicia of competition through innovations that benefit registrants and users, particularly for new markets served.
	Competition

	4.1
	Frequency of success in reaching the intended information supplier through direct entry of domain names
	Trust

	4.2
	Frequency of landing at unintended destinations
	Trust

	4.3
	Frequency of redundant or defensive domains (i.e., multiple domains pointing to the same destination)
	Trust

	4.4
	Frequency of dead-end domains (registered but do not resolve)
	Trust

	4.5
	Numbers of complaints received by ICANN regarding improper use of domains
	Trust

	5.1
	Relative preference of explicit use of domain names versus search engines for end-user general Internet use
	Trust

	5.2
	Growth in use of hosted pages for organizations (such as Facebook or Google+)
	Trust

	5.3
	Growth in use of QR codes
	Trust

	5.4
	Growth in use of URL shortening services
	Trust

	5.5
	Growth in registrations in ccTLDs relative to gTLDs
	Trust

	5.6
	Growth of Software Defined Networking (SDN) as alternative to the DNS
	Choice

	6.1
	Number of consumer complaints to government agencies related to confusing or misleading domain names
	Trust

	6.2
	Number of complaints to police agencies alleging fraud or misrepresentation based on – or traced to – domain names
	Trust

	6.3
	Number of fraud investigations where WHOIS information positively assisted investigation and identification of offending parties
	Trust

	7.1
	How many gTLD registries have privacy policies which are clearly and easily accessible by end users
	Trust

	7.2
	How many gTLD registries have allocation policies which are clearly and easily accessible by end users, even if those policies simply restrict or prohibit public availability
	Trust

	7.3
	How many registries disclose end-user information regarding their codes of conduct for sub-domain owner/operators
	Trust

	8.1
	How many complaints are received by ICANN related to confusion or misunderstanding of TLD functions
	Trust

	8.2
	How many registries are subject to Compliance activity based on reported breaches of RAA? 
	Trust

	8.3
	How many registries have been the subject of complaints related to their Public Interest Commitments (PICs)
	Trust

	8.4
	How many registries have lost a dispute resolution process related to their PICs
	Trust

	9.1
	Are end-user software applications capable of implementing all of the new gTLDs; Can browsers and DNS clients in end-user systems resolve all new gTLDs
	Trust

	9.2
	Which browsers or other end-user applications require plugins or user-installed enhancements in order to use new gTLDs
	Trust
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